
Security Awareness

I’m not important and No one is looking for me

I don’t have anything anyone would want

I can’t stop them even if I wanted to

What do you believe?



What are we giving away?
Excerpt from Rob May Conference

https://www.youtube.com/watch?v=BpdcVfq2dB8

Dangers of Social Media & Apps

https://www.youtube.com/watch?v=BpdcVfq2dB8










Best Practice in Facebook

1. Block your advertising Posts you don’t want
2. Don’t like or share posts that are not from someone you know
3. In your Privacy Settings

change your Profile Posts privacy to “Friends” or “Friends of 
Friends”

Off Facebook Activity – turn off
it prevents apps from talking to each other



Why is security awareness important?

99% of cyber 
attacks start with 

a “click”



Sandalclogs.com fake website, after purchase, displayed this page



Emailed receipt letting me know 
that the bill was paid

Address was correct



6 days later the 
email letting me 
know it shipped. 
When I checked 
through USPS, it 
was to be 
delivered to an 
address in Texas.



Check the Domain Name in the 
URL

Look at the name to the left of the last period (.) in the address – Do 

you recognize it?

Beware of advertisements on pages, known as 3rd party links. Stick to 

the main page

https://www.



Always use the “Hover” technique 
before you click on a link
► When you place your mouse over an active link, 

the address will appear in another location on 
your screen giving an indication of where it is 
going. This also works on your phone with a long 
press

► This is not going where it says it is

► Parker Live

https://www.supercomcc.org/
http://www.parkerliveonline.com/


Sandy’s 2023 Top Safety Practices

► Practice Safe Browsing and Email Habits – filter out unwanted

► Use a Password Manager & Pin Lock your Phone & Computer

► Use Multi-Factor Authentication for Financial Accounts

► Backup and Update Devices Regularly

► Learn how to change privacy settings in Apps you use

► New innovative technology requires education

► Know what to do when you are compromised



Additional Tips

► Security resource web links
► A good site to go to for keeping yourself safe. They also have an app that 

you can load on your phone
► https://www.idtheftcenter.org/hands-on-privacy-workshop/

► Most importantly REPORT a compromise or identity theft, right away.
► Call your bank and credit card company. They can be your first line of 

defense. If you are scammed you can get your money back if you 
report the crime right away.

► Place a fraud alert and get copies of your credit reports
► Report identity theft to the FTC at 888-400-5530
► File a report with your local Police Department

https://www.idtheftcenter.org/hands-on-privacy-workshop/

